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This course guides you through the best ways to help resolve 
customer concerns when using Trellix Security for Microsoft Exchange 
(SME). It covers information on the basic features, configuration, 
installation techniques, and troubleshooting tools available for Security 
for Microsoft Exchange.

Highlights

Duration

4-hours

Who Should Attend

This course is intended for system 
and network administrators, security 
personnel, auditors, and/or consultants 
concerned with Microsoft Exchange 
server.

Prerequisites

Students taking this course must be 
familiar with ePolicy Orchestrator, 
PostGres database, and Microsoft 
Exchange. 

How to Register

This course is available for purchase at 
https://trellix-training.netexam.com

Security for Microsoft Exchange Essentials 
Self-Paced Online Training

Visit Trellix.com to learn more.

About Trellix
Trellix is a global company redefining the future of cybersecurity and soulful work. The company’s open and native extended detection 
and response (XDR) platform helps organizations confronted by today’s most advanced threats gain confidence in the protection and 
resilience of their operations. Trellix, along with an extensive partner ecosystem, accelerates technology innovation through machine 
learning and automation to empower over 40,000 business and government customers with living security. More at https://trellix.com.
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Learning Objectives
After completing this course, learners should be able to: 

 � Analyze the SME architecture

 � Install and Upgrade SME

 � Navigation of SME UI and set Policy configurations

 � Manage troubleshooting using SME

 
Agenda at a Glance

1. Introduction

2. SME Basics

3. SME Architecture

4. Pre-installation, installation, 
and post installation of SME

5. SME User Interface

6. Configuring Policies

7. Scanners and Filters

8. On Access Scans

9. VSAPI

10. On Demand Scans

11. Gateway Policy and  
Anti-Spam

12. Detections

13. Reporting

14. Filtering and Reputation

15. Whitelists and Exclusions

16. Diagnostics

17. Product Health

18. Uninstallation of SME

https://trellix-training.netexam.com
https://www.trellix.com/en-us/index.html
https://www.trellix.com/en-us/index.html

