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We empower cyber defenders 

With answers; 
not alerts

No matter how 
complex your 
environment

Defense in 
breadth

Wherever 
you are on your 

journey



We empower cyber defenders:
Defense in breadth 

Proactive defense
and risk mitigation

• Identify the potential, 
multi-step routes a threat 
actor could take from initial 
entry to critical assets 

• Move from device-centric 
controls to managing 
human-centric risk

Dynamic attack 
lifecycle detection

• Pre-execution analysis 
stops initial compromise

• Cross-correlation provides 
full-cycle visibility

• Zero-hour content 
deployment shrinks 
time-to-protect 

Unified visibility
and protection

• Email Security 

• Endpoint Security 

• Network Security 

• Data Security 

• Security Operations

Your adoption journey



We empower cyber defenders:
With answers; not alerts

Adaptive, context-
aware response

• Minimize dwell time and 
reduce errors with automation 
using codified playbooks, 
informed by threat intelligence

• Eliminate repetitive, reactive 
tasks, freeing time for 
high-impact initiatives

Keep pace with the 
threat space

• Preemptively block threats
• Understand what happened 

—and what could happen
• Accelerate defense with alerts 

instantly enriched with 
actionable, verified context

Intuitive design for
faster decisions

• GenAI that elevates analysts 
across various stages of an 
investigation

• Gain decision advantage via 
intuitive, role-based workflows

• AI-guided investigations 
informed by 10+ years of 
frontline IR experience 

Your adoption journey



Bridge the 
IT/OT gap

• Secure and expand visibility 
across IT and OT/IOT 
environments.

• Decades of partnership  with 
industry-leading ICS/OT vendors

Scale 
confidently 

• Trusted worldwide by large, 
complex enterprises and 
governments

Secure complex
environments

• Designed for hybrid, 
architecturally complex 
environments

• Secure your assets wherever 
they reside, including public and 
private cloud, on-premises, and 
air-gapped environments

Your adoption journey

We empower cyber defenders:
No matter how complex your environment 



Trellix Professional
Services

• Drive a resilient security posture 
that adapts with the threat 
landscape

• Develop a balanced approach, 
addressing immediate concerns 
and long-term goals

• Access customized threat 
intelligence, tailored to your 
organization

Trellix Managed 
Detection & Response  

• 24/7 expert-led threat hunting, 
investigation, and response 

• Achieve surgical threat 
containment through 
GenAI-boosted investigation and 
response

• Augment your security team with 
elite, on-demand threat expertise

Optimize current 
investments 

• Have answers at your fingertips 
via our self-service knowledge 
base and defender community

• Access best-practices to ensure 
your deployment delivers 
maximum value

• Cultivate proficiency via online 
courses, virtual events, and 
guided instruction

Your adoption journey

We empower cyber defenders:
Wherever you are on your journey



 WHAT IS A PLATFORM?
 An extensible foundation upon which 
applications are built and integrated 

to produce 
 impactful security outcomes.



1. We empower defenders with 
intuitive, role-oriented experiences

Empowered
Defenders

Accelerate defender workflows



2. With a rich array of contextual 
information that guides response

Empowered
Defenders

Gain decision advantage



3. Designed to deliver dynamic 
outcomes in key solution areas

Empowered
Defenders

Drive impactful security outcomes 



4. Built on critical control products for 
visibility and protection

Empowered
Defenders

Minimize the attack surface 



5. All working in concert, no matter how 
complex your environment

Empowered
Defenders

Across sophisticated, hybrid architectures 



The Trellix Security Platform

Empowered
Defenders

1. We empower defenders with 
intuitive, role-oriented experiences

2. With a rich array of contextual 
information that guides response

3. Designed to deliver dynamic 
outcomes in key solution areas

4. Built on critical control products for 
visibility and protection

5. All working in concert, no matter how 
complex your environment



Portfolio Focus

Converge our 
technology 
stacks with a 
flexible, hybrid 
architecture

1
Streamline 
experiences 
and unlock 
platform value 
across Trellix 
solutions

2
Strengthen 
security 
postures with 
world-class 
threat 
coverage and 
efficacy

3
Infuse AI and 
automation 
innovation to 
accelerate 
security teams

4



Endpoint

Forensics 
Enhancements

Expanded forensics 
capabilities and 
improved detection 
visibility. EDRF on-prem 
with Historical Search.

FedRAMP 
Availability

EDRF FedRAMP 
support, improved Wise 
usability, new ML 
models, and HX 
migration support.

Next-Gen
Architecture

All new EDRF on-prem 
scalable architecture 
with improved UX and 
detections.

Cloud 
Forensics

Native cloud forensics, 
new advanced 
detections, and unified 
agent improvements.

EPO Orchestration Unified Agent Hybrid Architecture

Q2’26 2H’26DONE Q1’26



Network Detection & Response

NDR v4.0

Asset discovery, risk 
profiling, encrypted 
traffic analysis, DNS 
anomalies, DGA and 
credential steal.

Attack Path
Discovery

Integration with Trellix 
Endpoint and 
vulnerability tools/data 
for risk identification 
and reduction.

Next-Gen
NDR Sensor

Consolidated NDR 
sensor for active control 
with SSL, 60 Gbps per 
sensor, stacking to 300 
Gbps.

NDR v4.1

Extended control to 
ICS/OT environments, 
hyperautomation, user 
anomalies engine, and 
cloud workloads.

Simplified Integrations Hybrid Operations Data Federation

Q4’25 H1’26DONE DONE



Email & Collaboration

Email &
Collaboration Security

Protect inbound & 
outbound email, O365, 
GSuites, and other SaaS 
platforms, phishing 
simulation, and WISE AI.

Integrated Data 
Protection

Integrated Cloud DLP 
for Email & SaaS 
services, DMARC 
reporting, and unified 
XConsole.

Workspace 
Security

Human-centric risk 
detection across email, 
collaboration, identity, 
data, endpoint, and 
network.

Human-Centric 
Visibility & Protection

Account compromise 
detection, internal email 
threat protection, and 
enhanced workflows 
and dashboards.

A Pathway to Workspace Security

H1’26 2026+DONE H2’25



Data Security

ARM
Compatible

AI Data
Risk

Enhanced 
Features

Global 
Readiness

Hybrid Environments Advanced Threat Defense Consistent Capabilities

Q4’25 2026+DONE Q4’25

Single install supports 
ARM-compatible and 
x64 architectures for 
DLP Endpoint (Win).

IPv6 support across 
major products to 
empower global 
security and innovation.

Integrated AI DLP, more 
cloud database support, 
and post-quantum 
cryptography readiness.

Centralized dashboard 
to track potential AI 
data leakage and swiftly 
resolve threats.



Security Operations

Hyper 
Automation

Analyst 
Experience

NG-SIEM
On-Premises

Hyperautomation beta, 
automated workflows 
directly integrated with 
analyst experience.

Trellix Edge &
Analyst Experience

Simplified Integrations

Revectored archive 
search and workflows, 
GA Hyperautomation, 
and updated packaging.

Hybrid Operations Next-Gen SIEM

On-prem next-gen SIEM 
with converged user 
experience, including 
Hyperautomation.

Q1’25 FUTUREQ4’25

New log collector with 
filtering and self-service. 
Compliance & risk reports 
on existing data sources.

DONE



We empower cyber defenders 




