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MVX COMPUTE APPLIANCE (12600) 5A002.a.1 8543.70.9860 ENC/Unrestricted G165043(b)(3)(iii) 5A002ala 8517620000
Active Response 5D002.c.1 ENC/Unrestricted G161969(b)(1) 5D002.c.1
Active Virus Defense Suite 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Active VirusScan 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Adaptive Threat Protection e) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Advanced Correlation Engine (ACE) Appliance 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Advanced Correlation Engine (ACE-VM) Software 5D002.c.1 ENC/Unrestricted G188008(b)(3)(iii) 5D002.c.1

5A002.a.1 8543.70.9860 5A002ala 85437090
Advanced Threat Defense (ATD) Appliance & Software 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c

tiMalware Core (AMCore) EAR99 999 NLR N/A NLR
Anti-Virus Scanning Engine (5600, 5610, 5700, 5800, 5900, 6200, 6300) EAR99 999 NLR N/A NLR
Application Control for Mac 5D992.c 999 NLR/Mass Market 740.17 (b)(1) NLR
Application Control for PCs (ACD) 5D992.c 999 NLR/Mass Market G140151 NLR
Application Control for Servers (ACS) 5D992.c 999 NLR/Mass Market G140151 NLR
Application Data Monitor Appliances (APM) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Application Data Monitor VM (ADM-VM) 5D002.c.1 999 ENC/Unrestricted G188008(b)(3)(iii) 5D002.c.1
Artemis Enterprise Government Edition EAR99 999 NLR G074993 NLR
Artemis Technology EAR99 999 NLR N/A NLR
ATD/TIE Starter Kit 5D002.c.1 999 ENC/Unrestricted G062383(b)(1) 5D002.c.1
Aurora Risk Advisor Tool 5D992.c 999 NLR/Mass Market G078701 NLR
Behavior Analytics (MBA) (standalone) EAR99 999 NLR N/A NLR
Behavior Analytics with ESM 10.1 (Enterprise Security Manager) 5D002.c.1 999 ENC/Unrestricted G188008(b)(3)(iii) 5D002.c.1
Boot n Service (BAS) EAR99 999 NLR N/A NLR
Change Control for PCs (CCD) 5D992.c 999 NLR/Mass Market G140152 NLR
Change Control for Servers (CHS) 5D992.c 999 NLR/Mass Market G140151 NLR
Cloud Analysis Deconstruction Service (CADS) 5D002.c.1 999 ENC/Unrestricted G149248(b)(3)(iii) 5D002.c.1
Cloud Analysis Deconstruction Service (CADS) with ValidEdge 5D002.c.1 999 ENC/Unrestricted G149248(b)(3)(iii) 5D002.c.1
Cloud Identity Manager EAR99 999 NLR N/A NLR
Cloud Single Sign On 5D992.c 999 NLR/Mass Market 740.17 (b)(1) NLR
Cloud Threat Detection (CTD) EAR99* N/A N/A Not subject to EAR
Cloud Workload Scurity - Essentials Subscription (CWSE-S) 5D002.c.1 999 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Cloud Workload Security - Basic Subscription (CWSB-S) 5D002.c.1 999 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Cloud Workload Security - Essentials Suite (CWSE) 5D002.c.1 999 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Cloud Workload Security Basic - Transition ription (CWSBU-S) 5D002.c.1 999 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Cloud Workload Security Basic Suite (CWSB) 5D002.c.1 999 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Cloud Workload Security Detect and Respond - Upgrade (CWSDRU) 5D002.c.1 999 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Cloud Workload Security Detect and Respond (CWSDR) 5D002.c.1 999 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Cloud Workload Security Essentials - Transition Subscription (CWSEU-S) 5D002.c.1 999 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Cloud Workload Security-Advanced Suite (CWSA) 5D002.c.1 999 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Common Catalog EAR99 NLR N/A NLR
Common Catalog (w/ePO) 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Complete Data Protection Advanced Suite (CDA) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Complete EndPoint Protection - Business Suites (CEB) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Complete EndPoint Protection - Enterprise Suite (CEE) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Complete Endpoint Threat Protection Suite (CTP) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Completed Data Protection Suite (CDB) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Completed Data Protection Suite (CDE) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Connectors for Private Cloud (VMware) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Content Security Reporter 5A002.a.1 ENC/Unrestricted 740.17(b)(1) 5A002ala
DAT/SDAT EAR99 NLR N/A NLR
Data Center (DC) Connector for ( Openstack, AWS, Azure) EAR99 NLR N/A NLR
Data Center Connecotr for vSphere EAR99 NLR N/A NLR
Data Center Connector for Amazon AWS EAR99 NLR N/A NLR
Data Center Connector for Azure (standalone) EAR99 NLR N/A NLR
Data Center Connector for O EAR99 NLR N/A NLR
Data Center Connector for VMWare 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Data Collection Tool EAR99 NLR N/A NLR
Data e Layer (DXL) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Data Loss Prevention Endpoint (DLP) 5D992.c NLR/Mass Market G137680 NLR
Data Protection for Cloud EAR99 NLR N/A NLR
Data Vault (associated with Smart Perimeter) EAR99 NLR N/A NLR
Database Activity Monitor (DAM) 5D002.c.1 ENC/Unrestricted G081 (b)(3)(iii) 5D002.c.1
Database Event Monitor (DEM) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Database Event Monitor for SIEM 4600 (DSM-4600) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Database Security Scanner (DSS) EAR99 NLR 740.17 (b)(1) NLR
Database Vulnerability Monitor (DVM) 5D002.c.1 ENC/Unrestricted G081 (b)(3)(iii) 5D002.c.1
Datacenter Security Suite for Database (DCD) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Deep Command w/ePO 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Deep Commend (without ePO) 5D992.c NLR/Mass Market G140073 NLR
Deep Defender 5D002.c.1 ENC/Unrestricted G142021(b)(1) 5D002.c.1
Device Control (DEC) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Device Control for Trellix ePO Add on 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Direct Attached Storage (DAS) EAR99 NLR N/A NLR
740.17(b)(1)
G136009 (b)(1)

5A002.a.1 8543.70.9860 G136010 (b)(1) 5A002ala 85437090
DLP Appliance & Software (Monitor, Prevent, Manager) 5D002.c ENC/Unrestricted G136011 (b)(1) 5D002.c
DLP Discover 5D002.c.1 ENC/Unrestricted G136008(b)(1) 5D002.c.1
DLP Endpoint 5D992.c NLR/Mass Market G137680 NLR
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DLP Manager 5D002.c.1 ENC/Unrestricted G136011(b)(1) 5D002.c.1
DLP Monitor 5D002.c.1 ENC/Unrestricted G136009 (b)(1) 5D002.c.1
DLP Prevent 5D002.c.1 9999999999 ENC/Unrestricted G136010(b)(1) 5D002.c.1 9999999999
Drive Encryption 5D992.c NLR/Mass Market G151114 NLR
Drive Encryption (formerly Trellix Endpoint Encryption for PC and Mac) 5D992.c NLR/Mass Market G151114 NLR
EM Appliance (3600, 5600,8600) 5A002.a.1 8543.70.9860 ENC/Unrestricted G152103(b)(3)(iii)  |5A002ala 8517620000
Email and Web Security Gateway Appliance 5A002.a.1 8543.70.9860 ENC/Unrestricted G081143 5A002ala 85437090
Email Gateway Appliance Software 5D002.c.1 ENC/Unrestricted G135606(b)(1) 5D002.c.1
Email Gateway Virtual Appliance Software 5D002.c.1 ENC/Unrestricted G135606(b)(1) 5D002.c.1
Embedded Control (standalone) 5D992.c NLR/Mass Market G073703 NLR
Encrypted USB Manager (formerly SafeBoot for USB) EAR99 8523.49.2010 NLR N/A NLR 85234920
Endpoint Advanced Suite Installer (eASI) EAR99 NLR N/A NLR
Endpoint Anti-Malware Protection EAR99 NLR N/A NLR
Endpoint Anti-Malware Protection Web Protection (if bundled with HIPS) 5D992.c NLR/Mass Market G066745 NLR
Endpoint Assistant 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Endpoint Encryption Agent 5D992.c NLR/Mass Market G076654 NLR
Endpoint Encryption for Devices 5D992.c NLR/Mass Market G073624 NLR
Endpoint Encryption for Files & Folders 5D992.c NLR/Mass Market G079071 NLR
Endpoint Encryption for Mobile 5D992.c NLR/Mass Market G073624 NLR
Endpoint Encryption for Removable Media 5D992.c NLR/Mass Market G073625 NLR
Endpoint Encryption for Virtual Disk Mac 5D992.c NLR/Mass Market G073625 NLR
Endpoint Encryption for Virtual Disk Windows 5D992.c NLR/Mass Market G073625 NLR
Endpoint Encryption Manager 5D992.c NLR/Mass Market G073624 NLR
Endpoint Firewall ( managed by Trellix ePO) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Endpoint Intelligence Agent 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Endpoint Protection - Advanced Suite (EPA) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Endpoint Protection Essential for SMB Suite (TSH) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Endpoint Protection for MAC 5D992.c NLR/Mass Market G076654 NLR
Endpoint Protection Suite (EPS) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Endpoint Security (ENS) multiplatform 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Endpoint Security Firewall EAR99 NLR N/A NLR
Endpoint Security for Linux - Threat Prevention EAR99 NLR N/A NLR
Endpoint Security for Mac (EPM) 5D992.c NLR/Mass Market G070334 NLR
Endpoint Security for Mac (EPM) with ePO 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Endpoint Security Threat Prevention EAR99 NLR N/A NLR
Endpoint Security Web Control 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Endpoint Threat Defense and Response- for CEB and CTP customers (EDR2) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Endpoint Threat Defense and Response Suite (EDR1) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Endpoint Threat Defense Suite (ETD) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Endpoint Threat Protection - Advanced Suite (ETP) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
ENS Advanced Threat Prevention module EAR99 NLR N/A NLR
Enterprise Log Manager (ELM) Appliance 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Enterprise Log Manager Event Receiver (ELMERC) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Enterprise Log Manager VM (ELM-VM) 5D002.c.1 ENC/Unrestricted G188008(b)(3)(iii) 5D002.c.1
Enterprise Log Search (ELS) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Enterprise Log Search VM (ELS-VM) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Enterprise Mobility (EMM) 5D992.c NLR/Mass Market G062351 NLR
Enterprise Security Manager (ETM) Appliance 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Enterprise Security Manager (ETM), Enterprise Log Manager and Event Receiver (ETMELM) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Enterprise Security Manager Cloud (ESM) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Enterprise Security Manager VM (ESM-VM) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Enterprise Security Manager X7, X9, X11 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Enterprise Security Manager, Enterprise Log Manager and Event Receiver VM, 8 or 12 cores 5D002.c.1 ENC/Unrestricted G188008(b)(3)(iii) 5D002.c.1
Enterprise Security, Enterprise Log Manager and Event Receiver 5700 (ESM-ELM-ERC) 5D002.c.1 ENC/Unrestricted G188008(b)(3)(iii) 5D002.c.1
ePolicy Orchestrator (ePO) 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
ePolicy Orchestrator (ePO) Cloud EAR99* N/A N/A Not subject to EAR
ePolicy Orchestrator (ePO) Gateway Management 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
ePolicy Orchestrator (Mobile) EAR99 NLR N/A NLR
ePolicy Orchestrator Deep Command 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
ePolicy Orchestrator with Rogue System Detection 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Event Receiver Appliances (ERC) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
Event Receiver VM (ERC-VM) 5D002.c.1 ENC/Unrestricted G188008(b)(3)(iii) 5D002.c.1
Event Reporter (EVR) 5A002.a.1 8543.70.9860 ENC/Unrestricted G188008(b)(3)(iii) 5A002ala 85437090
File & Removable Media Protection 5D992.c NLR/Mass Market G151114 NLR
FoundStone Hacme Casino EAR99 NLR N/A NLR
Gateway Anti-Malware (GAM) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Gateway Security, Gateway Edition Software 5D002.c.1 ENC/Unrestricted G144390(b)(1) 5D002.c.1
GetSusp Tool 5D992.c NLR/Mass Market G077741 NLR
GroupShield for Lotus Domino and Microsoft Exchange 5D992.c NLR/Mass Market G056141 NLR
GTI CloudServer EAR99 NLR N/A NLR
GTI Enterprise Server 5A002.a.1 8543.70.9860 ENC/Unrestricted G079610 5A002ala 85437090
GTI Feedback SDK 5D002.c.1 ENC/Unrestricted G079822 5D002.c.1
5A002.a.1 8543.70.9860 5A002ala 85437090
GTI Proxy Appliance & Software 5D002.c ENC/Unrestricted G146313 5D002.c
Host Data Loss Prevention (with ePO) 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Host DLP 5D992.c NLR/Mass Market G137680 NLR
Host Intrusion Prevention (HIPS) EAR99 NLR G066745 NLR
Host Intrusion Prevention for Desktops (HID) EAR99 NLR N/A NLR
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Host Intrusion Prevention for Servers EAR99 NLR G066745 NLR
Host Intrusion Prevention for Servers (HIS) (with ePO) 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
HX Endpoint Software 5D002.c.1 ENC/Unrestricted G177338 5D002.c.1
5A002.a.1 8543.70.9860 5A002ala 8517620000
HX Hardware/Software 5D002.c.1 999 ENC/Unrestricted G158370(b)(3)(iii) 5D002.c
Integrity Control 5D992.c 9999999999 NLR/Mass Market G140150 NLR 9999999999
Integrity Control for Fixed Function Devices (ICD) 5D992.c 999 NLR/Mass Market G140150 NLR
Intel Protection Technology (IPT) EAR99 999 NLR N/A NLR
Intrusion Prevention System (NTP) 5D002.c.1 999 ENC/Unrestricted G188008(b)(3)(iii) 5D002.c.1
Light Point Web Browser Isolation - Cloud EAR99* 999 NLR N/A NLR
Light Point Web Browser Isolation - Virtual Appliance (LP2) 5D992.c 999 NLR/Mass Market 740.17 (b)(1) NLR
Linux O/S (MLOS) 5D992.c 999 NLR/Mass Market G152469 NLR
Login Collector 5D002.c.1 999 ENC/Unrestricted G075326 5D002.c.1
Management of Native Encryption 5D992.c 999 NLR/Mass Market G151114 NLR
MER Analyzer Tool 5D992.c 999 NLR/Mass Market G078033 NLR
5A002.a.1 8543.70.9860 5A002ala 8517620000
MX, LX, 1A 5D002.c.1 ENC/Unrestricted G160411(b)(3)(iii)  [5D002.c
NetShield for NetWare 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Network Access Control EAR99 NLR N/A NLR
Network Access Control with ePO 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Network Security 1600W AC Redundant Power Supply EAR99 8504.40.6012 NLR N/A NLR 85044030
Network Security 1600W DC Power Supply EAR99 8504.40.6012 NLR N/A NLR 85044030
Network Security 650W AC Redundant Power Supply EAR99 8504.40.6012 NLR N/A NLR 85044030
Network Security 650W DC Power Supply EAR99 8504.40.6012 NLR N/A NLR 85044030
Network Security FIPS Kit (FIPS-KIT-MULTI) EAR99 8517.70.0000 NLR N/A NLR 85177000
Network Security IPS Virtual Software 5D002.c.1 999 ENC/Unrestricted G148830(b)(3)(iii) 5D002.c.1
5A002.a.1 8543.70.9860 5A002ala 85437090
Network Security IPS Appliance & Software V10.1 5D002.c ENC/Unrestricted G181788(b)(3)(iii) 5D002.c
5A002.a.1 8543.70.9860 5A002ala 85437090
Network Security IPS Appliance & Software V11.1 5D002.c 999 ENC/Unrestricted G193734(b)(3)(iii) 5D002.c
5A002.a.1 8543.70.9860 5A002ala 85437090
Network Security IPS Appliance & Software V8.1 5D002.c ENC/Unrestricted G16: ) iii) 5D002.c
5A002.a.1 8543.70.9860 5A002ala 85437090
Network Security IPS Appliance & Software V9.1 5D002.c 999 ENC/Unrestricted G177971(b)(3)(iii) 5D002.c
5A002.a.1 8543.70.9860 5A002ala 85437090
Network Security IPS Appliance & Software V9.2 5D002.c ENC/Unrestricted G175563(b)(3)(iii) 5D002.c
5A002.a.1 8543.70.9860 5A002ala 85437090
Network Security Manager Appliance & Software 5D002.c 999 ENC/Unrestricted G148830(b)(1) 5D002.c
Network Security NS9300-XC Appliance for XC 640 Load Balancing Appliance 5A002.a.1 8543.70.9860 ENC/Unrestricted G148830(b)(3)(iii) 5A002ala 85437090
Network Security XC-640 Load Balancing Appliance 5A992.c 8517.62.0090 NLR/Mass Market N/A NLR 85176200
5A002.a.1 8543.70.9860 5A002ala 8517620000
NX (400 series and earlier), EX, CM, FX, AX 5D002.c.1 ENC/Unrestricted G152103(b)(3)(iii) 5D002.c
NX Hardware (500 series and beyond) 5A002.a.1 8543.70.9860 ENC/Unrestricted G165043(b)(3)(iii) 5A002ala 8517620000
NX Software 5D002.c.1 ENC/Unrestricted G164146(b)(3)(iii) 5D002.c.1
One Time Password EAR99 NLR N/A NLR
One Time Password with Cloud Single Sign On 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Online Backup EAR99 NLR N/A NLR
PCI Certification Service EAR99 N/A NLR G063732 NLR N/A
Policy Auditor 5D002.c.1 ENC/Unrestricted G06991 5D002.c.1
Policy Auditor for Desktop (HPD) 5D002.c.1 ENC/Unrestricted GO6: (b)(1) 5D002.c.1
Power Supply for Network Security Appliance EAR99 8504.40.6012 NLR N/A NLR 85044030
Protection Pilot 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Public Cloud Server Security Suite (PCS) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
5A002.a.1 8543.70.9860 5A002ala 8517620000
PX Refresh Appliance/Virtual Appliance (2018) 5D002.c.1 ENC/Unrestricted G176851(b)(3)(iii) 5D002.c
Quarantine Manager EAR99 NLR N/A NLR
Real Protect 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Real Time Core 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Restore (supportability tool) EAR99 NLR N/A NLR
Risk Advisor 5D002.c.1 ENC/Unrestricted G070820 5D002.c.1
Risk and Compliance Manager (formerly Trellix Preventsys) 5D002.c.1 ENC/Unrestricted G061396 5D002.c.1
Risk Manager 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Rogue System Detection 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Saa$S Email Protection and Continuity (EPC) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Secure Container for Android 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Security for Dominos on Windows (MSDW) EAR99 NLR 740.17 (b)(1) NLR
Security for Email Servers EAR99 NLR G056141 NLR
Security for Email Servers with AntiSpam 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Security for Email Servers with Anti-Spam for Microsoft nge and Lotus Domino (GSS) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Security for Email Servers with ePO 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
Security for Mac (Suite includes AntiVirus, Antispyware, Network Firewall, Application Protection) 5D992.c NLR/Mass Market G070334 NLR
Security for Microsoft (MSME) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Security for Microsoft with Anti-Spam/Security for Lotus Domino with Anti-Spam EAR99 NLR N/A NLR
Security for Microsoft SharePoint (PSM) 5D992.c NLR/Mass Market G054757 NLR
Security Management Center (SMC) Demo Software EAR99 NLR G152591 NLR
Security Management Center (SMC) Software 5D002.c.1 ENC/Unrestricted G150690 5D002.c.1
Security Scanner for Databases (DSS) EAR99 NLR N/A NLR
Security Suite for Virtual Desktop Infrastructure Suite (VDI) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Site Advisor Enterprise 5D992.c NLR/Mass Market G071996 NLR
SiteAdvisor Enterprise Plus 5D992.c NLR/Mass Market G071996 NLR
SiteAdvisor Enterprise Plus & Web Filtering for Endpoint 5D992.c NLR/Mass Market G071996 NLR
SiteAdvisor Enterprise with Web Filtering 5D992.c NLR/Mass Market G071996 NLR
SiteAdvisor for Mobile 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
SiteAdvisor SDK 2.0 5D992.c NLR/Mass Market G071974 NLR
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Smart Perimeter 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
SmartFilter 5D002.c.1 ENC/Unrestricted G075614 5D002.c.1
SmartFilter (SmartFilter Web Gateway 4.x) EAR99 NLR N/A NLR
SMARTGRID VX Appliance 5A002.a.1 8543.70.9860 ENC/Unrestricted G165043(b)(3)(iii) 5A002ala 8517620000
Standard Driverless Encrypted USB EAR99 NLR N/A NLR
Threat Intelligence ge 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Threat Intelligence ge Server (VM) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Threat Intelligence ge Suite (TIE) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Total Protection for Data Loss Prevention Appliance Software Suite (TDL) 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
Trellix Advanced (MVA) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Agent 5D002.c.1 9999999999 ENC/Unrestricted G400977(b)(1) 5D002.c.1 9999999999
Trellix API (PL1) 5D002.c.1 999 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Automated Response (TAUR) 5D002.c.1 999 ENC/Unrestricted 5D002.c.1
Trellix Client Proxy (MCP) EAR99 999 NLR N/A NLR
Trellix Cloud for Amazon Web Services 5D002.c.1 999 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Amazon Web Services - DLP 5D002.c.1 999 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Azure 5D002.c.1 999 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Box 5D002.c.1 999 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Box - Malware 5D002.c.1 999 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Containers 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Custom Apps 5D002.c.1 999 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Custom Apps - Cisco Spark 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Custom Apps - CTERA 5D002.c.1 999 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Custom Apps - Egynte 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Custom Apps - Facebook Workplace 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Custom Apps - GitHub 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Custom Apps - Jive 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Custom Apps - Other 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Dropbox 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for ELA 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Google Drive 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Google Mail 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Microsoft Office 0365 Mail / SharePoint and OneDrive 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Office 365 Mail 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Office 365 SharePoint and OneDrive 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Office 365 SharePoint and OneDrive - Malware 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Office 365 Teams 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for SaaS Pooled 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Salesforce Sales Cloud 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Salesforce Sales Cloud - Encryption 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Salesforce Service Cloud 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Salesforce Service Cloud - Encryption 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for ServiceNow 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for ServiceNow - Encryption 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Shadow IT / Office 365 Mail / SharePoint and OneDrive 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for Shadow IT / Office 365 Mail / SharePoint and OneDrive / Teams 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud for SLACK 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud SaaS Malware 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud Sanctioned Data Retention AddOn 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud Security Posture Management (CSPM) & Cloud Workload Protection Platform (CWPP) Resource Pooled 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud Security Posture Management (CSPM) Account Pooled 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud Security Posture Management (CSPM) Resource Pooled 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud Workday 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Cloud Workload Protection Platform (CWPP) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Complete (MVC) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Device Control (MDC) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix DLP and Malware Pooled 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix EDR (cloud) EAR99* N/A N/A Not subject to EAR
Trellix EDR (on prem) (MV4) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix EDR Premium (on prem) (MV5) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Endpoint (cloud) EAR99* N/A N/A Not subject to EAR
Trellix Endpoint (on prem) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1 85234920
Trellix ePO (SaaS) EAR99* N/A N/A Not subject to EAR
Trellix ePO for Unified Cloud Edge AddOn (UCEMEPO) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Insights (MVI) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Mobile Advanced (MV3) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Trellix Opitmized Virtual Environment (MOVE) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Trellix Optimized Virutal Environment (MOVE) Anti-Virus for Virtual Desktops (VDI) (MOD) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Trellix Optimized Virutal Environment (MOVE) Anti-Virus for Virtual Servers (MOV) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Trellix Optimized Virutal Environment (MOVE) AV Agentless 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Trellix Optimized Virutal Environment (MOVE) AV for Desktops 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Trellix Plus 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Premium (MVP) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Protect Plus (on prem) (MV2) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Protect Plus and EDR Premium for Endpoint (on prem) (MV7) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Protect plus EDR for Endpoint (MV6) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1




E.U. Export EUA
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Trellix Protect Standard (on prem) (MV1) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Standard 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Threat Intelligence Exchange (MVT) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Unifed Cloud Edge (UCEB) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Trellix Unifed Cloud Edge Advanced (UCEA) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Trellix Unified Cloud Edge Data Rentention AddOn (UCEDR) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trellix Unified Cloud Edge Full Isolation AddOn (UCEFI) 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
Trust Attestation Service (TAS) EAR99 NLR N/A NLR
Trusted Source Web CheckURL Tool EAR99 NLR N/A NLR
Trusted Source Web Diff Tool EAR99 NLR N/A NLR
Trusted Source Web Download Server EAR99 NLR N/A NLR
Trusted Source Web Merge Tool EAR99 NLR N/A NLR 9999999999
TrustedSource™ Intelligence Portal EAR99 NLR G058440 NLR
TrustedSource™ Intelligence Portal (with authentication) EAR99 NLR N/A NLR
TrustedSource™ SDK EAR99 NLR N/A NLR
Trustmark EAR99 NLR N/A NLR
Unified Cloud Edge (UCE) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Unified Cloud Edge Data Retention Addon 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Virtual Advanced Threat Defense Appliance 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
Virtual Advanced Threat Defense Appliance - 8 Sandbox Expansion (ATD-VM+8SB) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.¢.1
Virtual Appliances (NX, EX, CM, FX, AX) 5D002.c.1 ENC/Unrestricted G171789(b)(3)(iii) 5D002.c.1
VirusScan EAR99 NLR N/A NLR
VirusScan Command Line EAR99 NLR N/A NLR
VirusScan Command Line for DOS & Unix EAR99 999 NLR N/A NLR
VirusScan Command Line Scanner V6 and below EAR99 999 NLR N/A NLR
VirusScan Enterprise EAR99 999 NLR N/A NLR
VirusScan Enterprise (standalone without ePO) EAR99 999 NLR N/A NLR
VirusScan Enterprise (with ePO) 5D002.c.1 999 ENC/Unrestricted G136043(b)(1) 5D002.c.1
VirusScan Enterprise for desktops 5D992.c 999 NLR/Mass Market 740.17 (b)(1) NLR
VirusScan Enterprise for Linux (LXSN) (if bundled with ePO) 5D002.c.1 999 ENC/Unrestricted G136043(b)(1) 5D002.c.1
VirusScan Enterprise for Linux (LXSN) (if bundled with Trellix Agent) 5D002.c.1 999 ENC/Unrestricted G400977 (b)(1) 5D002.c.1
VirusScan Enterprise for Linux (LXSN) (standalone) EAR99 999 NLR G182527 NLR
VirusScan Enterprise for Storage (NAP) EAR99 999 NLR N/A NLR
VirusScan Enterprise for use with the SAP NetWeaver platform 5D002.c.1 999 ENC/Unrestricted G136043(b)(1) 5D002.c.1
VirusScan for Mac (AVM) EAR99 999 NLR N/A NLR
VirusScan Mobile Enterprise Edition 5D002.c.1 999 ENC/Unrestricted G063705 5D002.c.1
ViusScan Mobile Security (with ePO and EMM) 5D002.c.1 999 ENC/Unrestricted G062351 & G136043 [5D002.c.1
Vulnerability Manager for Databases (VMD) 5D002.c.1 999 ENC/Unrestricted G081335(b)(3)(iii) 5D002.c.1
Vulnerability Scanner 5D992.c NLR/Mass Market 740.17 (b)(1) NLR
‘Web Gateway Appliance 5A002.a.1 8543.70.9860 ENC/Unrestricted G144390(b)(1) 5A002ala 85437090
‘Web Gateway Cloud Service (SWE) (standalone) EAR99* N/A N/A Not subject to EAR
\Web Gateway ICAP Deployment 5D002.c.1 ENC/Unrestricted 740.17 (b)(1) 5D002.c.1
'Web Gateway Software (WAM) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
'Web Protection Suite (WPS) 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1
'Web Security, Gateway Edition Software (WSG) 5D002.c.1 ENC/Unrestricted G081143 5D002.c.1
WebMER EAR99 NLR N/A NLR
\Workload Security (CWS) 5D002.c.1 ENC/Unrestricted G136043(b)(1) 5D002.c.1
XDR 5D002.c.1 ENC/Unrestricted 740.17(b)(1) 5D002.c.1

EAR99* - Cloud Product
9999999999 - Intangible
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