
 

  

IMPORTANT NOTE – ACTION MAY BE REQUIRED: This release of Endpoint Security Exploit 
Prevention content contains new signing certificates as part of the continued Trellix rebranding 
efforts. These certificates are signed by new third-party root and intermediate certificate authorities. If 
your organization manually manages deployment of third-party root and intermediate certificate 
authority certificates to your devices, you will need to deploy the appropriate third-party and 
intermediate certificates to your devices before using this software. Failing to do so could impact or 
break the functionality of this software. This is an action your organization needs to take if you do not 
leverage automatic root certificate updating options like the one available for Microsoft Windows 
Operating Systems. 

 
Please see KB95499 for certificate details and more information about the Trellix rebranding efforts. 

 

 

 

https://kcm.trellix.com/agent/index?page=content&id=KB95499
https://kcm.trellix.com/corporate/index?page=content&id=KB95907
https://kcm.trellix.com/corporate/index?page=content&id=KB95907
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https://kc.mcafee.com/corporate/index?page=content&id=KB94952
https://kc.mcafee.com/corporate/index?page=content&id=KB94952
https://kc.mcafee.com/corporate/index?page=content&id=KB94952
https://kc.mcafee.com/corporate/index?page=content&id=KB90369
https://kc.mcafee.com/corporate/index?page=content&id=KB90369
https://github.com/mcafee-enterprise/ExpertRules
https://kc.mcafee.com/corporate/index?page=content&id=KB92136
https://kc.mcafee.com/corporate/index?page=content&id=KB92136
https://kc.mcafee.com/corporate/index?page=content&id=KB53092

