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Every content release is cumulative and includes all features and fixes from the previous release. We recommend that 

you always upgrade to the most current update. 

 

Release details  
Release date — October 7th, 2022  

Environment: McAfee® Vulnerability Manager for Databases 

 

Rating  
The rating defines the urgency for installing this update. 

This update is a high priority for all environments. Failure to apply high priority updates might result in potential business 

impact. 

 

  



McAfee Vulnerability Manager for Database Updates 
 

This update includes:  

• Updated DB2 patch check to include recent update from vendor. 

• Updated Sybase patch check to include recent update from vendor. 

• Updated PostgreSQL patch check to include recent update from vendor 

 

McAfee Vulnerability Manager for Vulnerability Checks 
 

This update includes: 

• New checks for PostgreSQL 9.6 / 10 databases to detect reported vulnerabilities. 

• New checks for DB2 9.7 / 10.1 / 10.5 / 11.1 databases to detect reported vulnerabilities. 

 

 

Resolved issues 
This release provides resolution for the following issues. 

Category Reference Resolution 

Vulnerability 
Manager – 
Configuration 
Checks 

TSMG-7696 MSSTIG044 configuration check is now 
parameterized.  
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